# Project Charter

|  |
| --- |
| **Goals of Project** |
| * Protecting the company from risks and increasing security. * Increase employee productivity. * Reducing the waste of working hours due to the security risks that may occur. * Employee data protection. |

|  |
| --- |
| **Deliverables** |
| * SRS document (contains the requirements). * Application design. * Application final version. * Application testing and evaluation. * Training employees on how to use application. |

|  |
| --- |
| **Business Case / Background** |
| It turns out that there are many problems, vulnerabilities and security threats in the company that affect the company's security greatly, including the following: malicious attacks, ransomware attacks, virus attacks, phishing emails, weak passwords, etc. Thus, these security holes will affect the company's work and reputation, making people unable to give their sensitive information to this company because it is not secure.  The result:  We found that 75% of employees are exposed to malware attacks, ransomware attacks, virus attacks, phishing emails 75%, weak passwords 90%, etc. We found that a large percentage use unsecured personal devices 80% and also we found a large percentage 70% need To be trained in order to know the security policies that must be followed and to know about cyber security and how it affects the organization. |

|  |
| --- |
| **Scope and Exclusion** |
| **In Scope:**   1. Collect requirements from the mangers. 2. Design the application 3. Develop the application front and back end. 4. Test and evaluate the application. 5. Do a training for Employees. 6. Operate the application on devices.   **Out of Scope:**   1. Running the application outside the country. 2. Training for managers. 3. Tracking location by application. |

|  |
| --- |
| **Project Team** |
| **Project Sponsor:** Sinan Al-Abkar the organization in Bank  **Project Lead:** Hasan Alhwietat  **Project Team: -**   1. Budget coordinator 2. Quality assurance manager 3. Developers 4. End users 5. Developer manager 6. Cybersecurity manager 7. Project manager 8. Designer 9. Testers 10. Trainers |

|  |
| --- |
| **Measuring Success:** |
| * The application will provide a secure connection with the organization. * When the application is running, will be reduced the organization's vulnerability to malware, viruses, phishing emails and ransomware. * The employee will receive an alert every week in order to change the password. * The employee will be able to be more productive because he knows the device is secure and there is no danger. * The application will back up your data on a daily basis. * The organization will conduct several training courses for employees to educate them. |